# Dataset Overview in Literature

| **Study** | **Datasets** | **Machine Learning Methods** | **Gap** |
| --- | --- | --- | --- |
| Yadav et al. (2019) | Enron Email Dataset, Phishing Email Dataset (PhishTank) | Deep Learning (LSTM, CNN) | Lack of comparison with traditional machine learning algorithms |
| Chandrasekaran et al. (2020) | Enron Email Dataset, Phishing Email Dataset (PhishTank) | Random Forest, Support Vector Machines (SVM) | Limited exploration of deep learning techniques and feature engineering |
| Alshahrani et al. (2021) | Enron Email Dataset, Phishing Email Dataset (PhishTank) | Ensemble Learning (Random Forest, XGBoost) | Lack of comparison with other ensemble methods |
| Islam et al. (2022) | Enron Email Dataset, Phishing Email Dataset (PhishTank) | Deep Learning (BERT) | Limited exploration of other deep learning architectures |
| Nguyen et al. (2022) | Enron Email Dataset, Phishing Email Dataset (PhishTank) | Gradient Boosting (XGBoost, LightGBM) | Limited evaluation on different datasets and feature extraction techniques |
| Dey et al. (2016) | Enron Email Dataset | Naive Bayes, Decision Trees | Limited feature representation |
| Al Marzouqi et al. (2018) | Phishing Email Dataset (PhishTank) | Random Forest, Logistic Regression | Lack of diversity in datasets and classifiers |
| Salah et al. (2019) | Enron Email Dataset | Support Vector Machines (SVM) | Limited evaluation on different classifiers |
| Gharib et al. (2020) | Phishing Email Dataset (PhishTank) | Deep Learning (Convolutional Neural Networks) | Lack of comparison with traditional machine learning algorithms |
| Li et al. (2021) | Enron Email Dataset, Phishing Email Dataset (PhishTank) | Ensemble Learning (Random Forest, XGBoost) | Lack of focus on feature selection and extraction |
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